
Organizations tend to focus 
on the same set of vendors, 
but it is often the vendors 
they aren’t looking at that 
pose the greatest risk.  

Companies with a history of 
assessments have been 

incentivized to improve as they 
use feedback from the platform 

to address key control gaps.
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A high inherent risk means if these third parties 
become compromised or unavailable, the fallout of 
that event will have a high impact on the enterprise.

For additional insights about how company size and 
industry effect cyber risk, download the full whitepaper
at info.cybergrx.com/exchange-insights

www.cybergrx.com

The most common third-party security gaps
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One Fifth (20 Percent) 
of an enterprise’s third-party 

portfolio pose a high inherent risk
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