
Third-Party Cyber Risk
in the Retail Industry

Retail companies reported more third-party 
data breaches that other industries - despite 
spending an average of 16,578 hours 
annually on assessments 

The civil penalty Capital 
One paid as a result of their 

2019 third-party data breach

The estimated number of 
customer records stolen from 
Amazon UK, eBay and Shopify 
due to a security vulnerability 
in a third-party app

Third-Party Cyber Risk for 
The Retail Sector
https://www.cybergrx.com/resources/research-and-insights/
data-sheets/third-party-cyber-risk-retail-industry

TO LEARN MORE, DOWNLOAD THE INFOSHEET

67% of retailers are 
most likely to assess 

third-party relationships 
and vulnerabilities, 

including supply chain 
partners, more than 

any other industry

The Current Mitigation Efforts aren’t Enough

Retail companies work with an average of 6,000 third parties

The Costs of Retail Cyber Security Breaches

MILLION

https://www.cybergrx.com/resources/research-and-insights/data-sheets/third-party-cyber-risk-retail-industry

